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THIS AGREEMENT comes into effect when all the Parties, named below, have signed the Agreement and on the
Date of the last signature to this Agreement,

ENTERED INTO BY AND BETWEEN the following representatives of Service Provider Organizations:

CSC – Tieteen tietotekniikan keskus Oy, established in Keilaranta 14, 02150 ESPOO, Finland, represented by
Managing Director, Dr. Kimmo Koski or his authorized representative; and

Institut für Deutsche Sprache (IDS), established in R5, 6-13, 68161 Mannheim, Germany, represented by Director, Prof. Dr. Dr. h.c. mult. Ludwig M. Eichinger or his authorized representative; and

Institute for Dutch Lexicology (INL), established in Postbus 9515, 2300 RA Leiden, The Netherlands, represented by Director, prof. dr. Martin Everaert or his authorized representative; and

Berlin-Brandenburgische Akademie der W issenschaften, established in Jägerstr. 22-23, 10117 Berlin, Germany, represented by Der Präsident, Prof. Dr. Günter Stock or his authorized representative.



"WHEREAS the purpose of the cooperation between the Service Providers is to offer persistent services which are secure and provide easy access to resources and technologies and to create a safe and secure single service provider infrastructure, the Parties to this Agreement have".


AGREED AS FOLLOWS:
[bookmark: _Toc252717624][bookmark: _Toc261700121]1       Definitions

Wherever used in this CLARIN Service Provider Federation Agreement or its Annexes, the following terms shall have the meaning set forth below (and where the context so admits the singular shall include the plural and vice versa):

Agreement means this CLARIN Service Provider Federation Agreement.

Annex means an annex to this Agreement attached hereto as well as any alterations, amendments or modifications implemented thereto and duly signed by all Parties, or the accession document (Annex 5, later on Accession Document) signed by the New Party and the Coordinating Party (as described in Clause 5) in the case of participation in the Service Provider Federation by the New Party.

Authentication means a process of proving the identity of a previously registered End User, for the purpose of online access to material.

Authorization means granting the End User permission to access the material according to the principles and requirements attached to such material.

AAI means authentication and authorization infrastructure.

AAI Services mean services and functionalities as defined in Annex 1.


Material means scientific resources and/or services to which the Service Provider provides online access to the End User. Typically, the access is provided only according to the terms of access specified by, and through the authorization of the Content Provider (an organization which acquires materials and sufficient rights from the copyright owners and deposits such material at some Service Provider). However, in some cases the material shall be acquired directly by the Service Provider and the Service Provider has made necessary agreements with copyright owners to grant access and/or license to this material.

Effective Date shall mean the date when this Agreement came into effect, as defined in the page after the front page in the clause “THIS AGREEMENT comes into effect when all the Parties, named below, have signed the Agreement and on the Date of the last signature to this Agreement, ...”:

End User means a properly identified and authenticated person member of the Identity Federation, who can have access to the material.

Identity Federation means a group of organizations, which cooperate in the area of interorganizational authentication and authorization, by whom the authentication of the End User is done. “Identity Federation” shall also mean Identity Providers, as described below, whenever the context so requires.

Identity Provider means an Identity Federation member responsible for authentication of End Users and maintenance of their attributes.

Parties mean the Parties of this Agreement and/or other applicable Service Providers, which have become members of the Service Provider Federation (described below) after the Effective Date.

Project means establishing and maintaining the CLARIN Service Provider Federation and the associated AAI.

Service Provider means a Party to the Agreement, which provides technical access to material to End Users and/or stores this material according to the terms of access and use associated with such material.

Service Provider Federation means a federation of Service Providers that provides access to Material to End Users according to this Agreement. Service Provider Federation means only an agreed form of co-operation between the Parties and no Party has express or implied authority to bind the other in any manner whatsoever on the basis of the Service Provider Federation, unless otherwise agreed between the Parties in form of the power of attorney or otherwise in writing.

Single Sign-On or SSO principle means that an End User needs Authentication by only one Identity Provider in order to gain authorized access to the Material throughout the Service Provider Federation.
[bookmark: _Toc252717625][bookmark: _Toc261700122]2       Purpose of the Agreement

This Agreement contains the terms and provisions of the principles of co-operation between the Parties regarding the joining of the Service Provider Federation and the Project. The main target of the Project is to establish a single distributed infrastructure to provide to the End User a possibility to gain access to the range of Materials deposited at the Parties according to the Single Sign-On principle and under several categories of use, which may be common throughout the Service Provider Federation. The purpose of this Agreement is to organize the Project management, to define the respective rights and obligations of the Parties including but not limited to their liability and indemnification, and to set out rights and obligations of the Parties supplementing but not conflicting with existing agreements between the Parties. This Agreement shall not assign any rights and obligations of any one Party to another Party or to the Service Provider Federation concerning such questions as intellectual property rights of third parties, privacy issues and/or responsibilities towards third parties. In addition, one goal for this Agreement is to gain experience that could help the Parties to standardize their solutions towards these questions in the future.

[bookmark: _Toc252717626][bookmark: _Toc261700123]3       General Obligations of Parties

The Parties agree to cooperate pursuant to the terms of this Agreement with the purpose of establishing and executing the Service Provider Federation and the associated Authentication and Authorization Infrastructure by offering the End Users secure and stable services and access according to the Single Sign-On principle to Materials deposited at the Parties.

Each Party represents and warrants that it will act in accordance with all applicable licenses and laws including but not limited to data protection and privacy laws.

Each Party shall perform their obligations under the Service Provider Agreements of the Identity Federations, as described in more detail in Clause 4.1 and in the Annexes.

Each Party shall co-operate with the technical and administrative persons of the Service Provider Federation, described in Clause 6.2, and perform all reasonable obligations required by such persons to enable the proper functioning of the AAI Services.

Each Party shall reserve the personnel and other resources that are necessary for the appropriate fulfillment of the obligations of the Agreement. Each Party shall contribute to the fulfillment of the obligations of the Agreement with regard to the factors that are under its control as may be reasonably expected. Each Party shall make any and all decisions required by it without undue delay. Each Party shall carry out its obligations under the Agreement with due diligence and appropriate professional skill.

Each Party is responsible for informing the End User of the relevant terms of this Agreement, especially Clauses 8 and 15.

The technical and administrative contact person of each Party is named on the signature pages of each Party. The
Party shall inform all the other Parties in writing of the change of its contact person.
[bookmark: _Toc252717627][bookmark: _Toc261700124]4       AAI Services

The functioning of the Service Provider Federation presupposes reliable AAI Services. The End User may access the Materials only after having been identified and authenticated by the Identity Provider to which the End User belongs. Authorization for the use of Materials may only be granted after such Authentication.

The detailed content of the Authentication and Authorization services including the Authentication technology is stipulated in the Annex 1 of this Agreement.

[bookmark: _Toc252717628][bookmark: _Toc261700125]4.1    Service Provider Agreements

By signing this Agreement the Parties accept the Service Provider Agreements of the Identity Federations (Service Provider Agreements) stated in the Annex 2 a), b) and c), and authorize the Executive Director of the CLARIN ERIC, or his authorized representative, to sign identical Service Provider Agreements with these Identity Federations on behalf of each of the Parties.

For that purpose each Party shall grant necessary powers of attorney, Annex 3 a), b), c), and d) at the same time with signing this Agreement.

The Service Provider Federation may decide by the unanimous decision of the Assembly (unless otherwise agreed in the working rules of the Assembly) to enter into Service Provider Agreements with new Identity Federations. In such case, each individual Party may choose to enter into such agreements directly themselves or authorize, with a new power of attorney, the representative of the CLARIN ERIC, or the representative of another Co-ordinating Party, appointed by the Assembly (as described later), to sign these agreements on behalf of the Party.
[bookmark: _Toc252717629][bookmark: _Toc261700126]4.2    Termination of the AAI Services

Parties realize that towards the Identity Federations and the Identity Providers they form a single entity, i.e. federation. If any of the Parties shall not act as required by the Service Provider Agreements, the Identity Federations and/or the Identity Providers have the right to terminate the Service Provider Agreements and the AAI Services towards all the Parties. Thus each Party represents and warrants that it will use the AAI Services in accordance with the Service Provider Agreements and rules of the Identity Federations.
[bookmark: _Toc252717630][bookmark: _Toc261700127]4.3    Fees of the Identity Federations

Each Party is responsible for all the costs concerning that Party to be invoiced by the Identity Federation on the basis of the Service Provider Agreements, if any.
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[bookmark: _Toc252717631][bookmark: _Toc261700128]5       Participation in the Federation by New Parties

Parties wish that in the future any organization offering scientific resources and/or services shall be able to join the Service Provider Federation provided that it is in a position to properly provide access to those scientific resources and/or services by appropriately exploiting stable and secure AAI Services within the distributed Service Provider infrastructure.

The Assembly, described below, shall make the final decision for accepting a new member unanimously, unless otherwise agreed in the working rules of the Assembly. A new party (later on New Party) enters the Service Provider Federation upon signature of the Accession Document, Annex 5, by the New Party and the Co-ordinating Party of the Service Provider Federation (defined in Clause 6.2). Such accession shall have effect from the date identified in the Accession Document. At the same time with signing the Accession Document, the New Party shall sign the necessary Service Provider Agreements or shall give an authorization for the representative of Co- ordinating Party of the Service Provider Federation to sign this Service Provider Agreement on behalf of the New Party. If other Parties are required to enter into agreements individually with Identity Federations used by the New Party, they shall do so as agreed by the Assembly, without delay.

The administrative person, described in Clause 6.2, shall inform the Identity Federations of the entrance of the New
Party into the Service Provider Federation.

[bookmark: _Toc252717632][bookmark: _Toc261700129]6       Project Organisation

The Parties shall set up a necessary Project organisation to implement the Project and the co-operation between the Parties as described below and/or decided by the Assembly.
[bookmark: _Toc252717633][bookmark: _Toc261700130]6.1    Assembly

The Parties shall form the Assembly of the Service Provider Federation (later on Assembly). The Assembly shall be the decision making body of the Service Provider Federation. It shall supervise and if necessary direct the implementation of the Project so that the Project proceeds and is finalised as planned. The Assembly shall start its work by making written rules of the Assembly, in which working rules, including decision-making rules, shall be included. Establishing and changing these working rules shall be made unanimously.

In the Assembly each Party is represented by one duly appointed person. Once the entrance of a New Party to the Service Provider Federation has become effective, this Party shall without undue delay appoint a person to represent it in the Assembly.

The Assembly shall have a quorum when each Party’s representative is present in the meeting or a Party has given another Party representation and voting authority in writing. The decisions must be made unanimously, unless otherwise agreed in this Agreement and/or in the rules of the Assembly, and minutes must kept of them.

New Project  organisations may be established or  the current  organisations modified on  the decision of  the
Assembly.
[bookmark: _Toc252717634][bookmark: _Toc261700131]6.2     Technical and Administrative Persons of the Service Provider Federation

Towards the Identity Federations the Service Provider Federation is represented by one technical person and one administrative person at the Co-ordinating Party in the Service Provider Federation. The technical and administrative persons shall supervise the performance of the AAI Services and the co-operation between the Parties and the Identity Federations, and act as principal contact persons towards the Identity Federations. The technical or the administrative person shall inform the Identity Federations of any problems relating to the implementation of the AAI Services.

The Assembly shall appoint the Co-ordinating Party of the Service Provider Federation, which appointment may be changed by the decision of the Assembly. At the effective date of this Agreement, the Co-ordinating Party of the Service Provider Federation is CLARIN ERIC.

The Co-ordinating Party appoints the technical person and the administrative person. These persons can be changed by due procedure at the Co-ordinating Party.

The technical person and the administrative person are specified in Annex 4.The administrative person shall notify the Identity Federations of all changes concerning these positions, as required by the Identity Federations.

In order to provide the Identity Federation with the necessary information, each Party shall cooperate with the technical and administrative persons and to provide them with the correct and sufficient information necessary to perform their duties towards the Identity Federations.
[bookmark: _Toc252717635][bookmark: _Toc261700132]7       Intellectual Property Rights

Each Party is responsible to guarantee that the Authorization for the End User is not given in any wider extent than expressly permitted in the applicable licenses and laws including but not limited to any copyright laws.

Each Party represents and warrants that any material provided by that Party to the End User does not infringe any copyright, patent or other intellectual property right of any third party. Each Party agrees to indemnify, defend and hold harmless other Parties and/or the Service Provider Federation at its own expense any claims, actions, demands, damages and costs (including but not been limited to attorneys’ fees and costs) asserted against that Party or its customers arising out of the breach of the foregoing warranty, provided that the other Parties and/or Service Provider Federation notifies the Party in writing without undue delay after being informed of such claim and the Party is given control over the defence thereof.

Each Party has a right to pass its responsibilities under this Clause 7 to the Content Provider in the agreements between the Party and the Content Provider.
[bookmark: _Toc252717636][bookmark: _Toc261700133]7.1    New Results Generated in the Project

Unless Parties agree or have otherwise agreed, or based on any binding rules of the EU, rights for the new results, including information, material and knowledge, generated in the Project:

a)	Shall be owned by the Party generating the new results; or

b)	When the results are generated jointly (i.e. where the separate parts of some results cannot be attributed to different Parties), they will be jointly owned; and

c)    The access, use and modification rights to the new results shall be granted on a royalty-free basis to all the Parties.
[bookmark: _Toc252717637][bookmark: _Toc261700134]8       Suspension of Services to Other Parties and End User

Without separate liability for indemnification, other Parties shall be entitled to interrupt providing the services concerning the Project and the AAI Services (below Services including both) to a Party either completely or partially in the following situations:

a)	Should the Party commit an essential breach, the other Parties shall be entitled to interrupt the provision of the Services until the defaulting Party fulfils its obligations again;

b)	Should minor breaches committed by the Party recur and continue in spite of the written notices of the other Parties and/or the technical and administrative persons, other Parties shall be entitled to interrupt the provision of the Services until the defaulting Party fulfils his obligations again;

c)    Should a Party, through its action or neglect, have caused a deterioration of quality or otherwise cause an adverse effect on the functionality of the Service Provider Federation or servers of other Parties or Identity Federations, without having remedied its action or neglect within a reasonable period of time upon a written notice; or

d)		Should it be necessary to interrupt the Services due to repair, improvement or preventive maintenance activities.

Hence, the suspension of the Services shall not release the defaulting Party from the remittance of fees as might have been agreed between the Parties or between the Party and the Identity Federations before the termination of this Agreement.

The other Parties shall be entitled to terminate this Agreement with respect to the defaulting Party immediately, if the AAI Services has been interrupted for at least 60 days.

Other Parties shall be entitled, without liability for damage, to interrupt or terminate the provision of the AAI Services completely or partially for one or several End Users including but not limited to the following situations:

a)	Should the End User through his operations, cause technical problems to the AAI Services;

b)	Should there be justifiable reason to believe that the End User may have used the AAI Services in a fraudulent or illegal manner; or

c)	Should  it  be  necessary  to  interrupt  the  AAI  Services  due  to  repair,  improvement  or  preventive maintenance activities.
[bookmark: _Toc252717638][bookmark: _Toc261700135]9       Exclusion of a Party

The exclusion of a Party may be decided by the Assembly by unanimous vote minus the vote of the concerned Party in the case of the substantial breach of the obligations under this Agreement.

The exclusion of a Party has the same consequences as a withdrawal.
[bookmark: _Toc252717639][bookmark: _Toc261700136]10     Withdrawal

Any Party may request to terminate its participation in the Service Provider Federation and to withdraw from this Agreement, by giving three (3) months prior written notice of termination to the Assembly in writing, indicating the reasons for termination.

The withdrawal does not affect any provision in the Agreement, which by its nature or context is to operate even after termination. Thus, among other things the Party agrees to treat as confidential all confidential information, as defined in Clause 16 hereinafter, for a period of five (5) years from the date when its withdrawal has become effective, and agrees not to apply for any patent or other proprietary right over any confidential information (as described in clause 16) it may have had knowledge of in connection with its participation in the Project.

A withdrawing Party shall return all equipments or materials provided by the other Parties, or destroy them upon their written request, at its own cost.

Parties’ right to terminate a Service Provider Agreement is regulated by each Service Provider Agreement in concern. The termination of the Service Provider Agreement by one Party may justify the Identity Federation to terminate the Service Provider Agreements of all the Parties. Thus, the Party willing to terminate the Service Provider Agreement shall inform the other Parties in writing, without undue delay, of its termination plan. The administrative person of the Service Provider Federation shall discuss with the Identity Federations over the effects of the withdrawal of the one Party.

Withdrawal of the one Party shall not terminate this Agreement among the remaining other Parties, unless the Assembly unanimously decides to terminate this Agreement on the basis of the withdrawal of the one Party within three (3) months period of the withdrawal notice of the one Party.

In a case of the withdrawal of one Party, the other Parties shall always endeavour to use their best efforts to continue the Agreement and the Project without the withdrawing Party.
[bookmark: _Toc252717640][bookmark: _Toc261700137]11     Financial Provisions

Each Party is responsible for all the costs of its own performance, to the extent allowed by national and other financing for the Service Provider and the CLARIN SPF infrastructure.

Parties might aim to have a more formal co-operation, in the form of a legal entity, in the future. The necessary budget for the co-operation and the legal entity might be agreed then.

[bookmark: _Toc252717641][bookmark: _Toc261700138]12     Representations and Warranties

The Parties represent and warrant that:

They have full power to enter into and perform their obligations under this Agreement and have taken all necessary action to that effect; and

They have obtained and will maintain throughout the term of his Agreement, all rights, licenses, permissions and approvals, including  all  registrations  in  accordance  with  and  as  required  by  the  applicable data  protection legislation, which are necessary to provide the Services according to this Agreement; and

It will use the Services in accordance with all applicable licenses and laws including but not limited to data protection laws.
[bookmark: _Toc252717642][bookmark: _Toc261700139]13     Liability Towards Other Party and/or Service Provider Federation

No Party shall be responsible to another Party and/or to the Service Provider Federation for any indirect or consequential loss or damages including but not limited to loss of profit, loss of revenue, or loss of contracts.

Party’s liability for damages resulting directly from the Party’s breach of this Agreement shall not exceed the total sum of 2000 Euros unless the breach is caused by criminal misconduct of the Party.

Each Party will indemnify, defend and hold harmless the Service Provider Federation or other Party at its own expense against any claims, actions, damages and costs arising out of the breach of that Party.
[bookmark: _Toc252717643][bookmark: _Toc261700140]14     Liability Towards Third Parties

Each Party shall assume all legal liability for damage caused to a third party in the scope of its performance of the
Project.

Subject always to such other undertakings and warranties as are provided for in this Agreement, each Party shall be solely liable for any loss, damage or injury to third parties, to the extent that the same shall result from the performance of work which has been assigned to the Party in question.
[bookmark: _Toc252717644][bookmark: _Toc261700141]15     Data Protection and Data Security

Each Party will not use the personal data concerning the End Users of the services, including but not limited to such personal data provided by an Identity Federation, for any other purpose than making available the Material. Each Party will treat the personal data, to which it has access, in the utmost confidence and not disclose it to third parties.

Each Party is committed to comply with the obligations imposed by the currently valid legislation on personal data protection, concerning without limitation processing and disclosure of personal data, obligations of non-disclosure and secrecy, as well as providing a sufficient data security level for the services.

If the domicile of the Party is outside the EU or the European Economic Area (EEA) and the Party is in a country for which the European Commission has not verified the adequate level of privacy protection according to the Directive on Data Protection, or if the domicile of the Party is in the United States of America (USA) and the Party is not committed to adhere to the Safe Harbor principles and the Frequently Asked Questions accepted by the U.S. Department of Commerce and the European Commission to comply with the principles on privacy protection, the Party shall adhere to the stipulations of the currently valid EU Directive on Data Protection regarding processing of personal data.

If the domicile of the Party is in a country for which the European Commission has verified the adequate level of privacy protection according to the EU Directive on Data Protection, the Party shall adhere to the currently valid legislation in the country of domicile when processing personal data subject to this Agreement.

If the domicile of the Party is in the USA and t7he Party has declared to adhere to the Safe Harbor principles and the Frequently Asked Questions to comply with the principles, the Party shall adhere to the said principles and the related instructions when processing personal data subject to this Agreement.

[bookmark: _Toc252717645][bookmark: _Toc261700142]16     Confidentiality

Each Party undertakes not to disclose to third parties nor use for any purposes other than for the proper fulfilment of the purpose of this Agreement any information received from the other Party and marked in written to be confidential information.

The above mentioned limitations shall not apply to Information which 1) was in the possession of the receiving Party prior to disclosure hereunder as proven by the written records of the receiving Party; or 2) was in the public domain at the time of disclosure or later become part of the public domain without breach of the confidentiality obligation herein contained; or 3) was disclosed by a third party without breach of any obligations of confidentiality; or 4) was independently developed by personnel of the receiving Party; or 5) which are required to be disclosed pursuant to law and/or binding EU-regulations and agreements.

The obligations set forth in this Clause 16 shall apply for a period of five (5) years as of the date of disclosure of the
Information in question, regardless of an earlier expiry or termination of this Agreement,
[bookmark: _Toc252717646][bookmark: _Toc261700143]17     General Provisions

[bookmark: _Toc252717647][bookmark: _Toc261700144]17.1  Entire Agreement

This Agreement is made, in addition to exactly same PDF-versions signed separately by the New Party and the Coordinating Party, in two exactly same originals in English, both signed by both Parties. These two signed originals shall be kept as follows: 1) one by the Coordinating Party to be made available for consultation at the request of any Party, and 2) the other by the chair of the CLARIN ERIC legal committee. The Coordinating Party shall send a copy of duly signed original Agreement to the New Party named at the beginning of this Agreement.

[bookmark: _GoBack]This Agreement and its Annexes, constitute the entire agreement between the Parties concerning the Project, and supersede all previous negotiations, commitments and documents concerning the Project including any memoranda of understanding between the Parties (whether or not with others) that relate to the Project.

The Annexes to this Agreement, which form an integral part thereof, are: ANNEX 1: Technical Specifications of the Services
ANNEX 2: Powers of Attorney

ANNEX 3: Technical and Administrative Persons of the Service Provider Federation

ANNEX 4: Accession Document

ANNEX 5: Service Provider Agreement templates

In the event of any discrepancy between the content of this Agreement document on the one hand and any of the
Annexes on the other hand, the content of this Agreement shall prevail.
[bookmark: _Toc252717648][bookmark: _Toc261700145]17.2  Transfer or Assignment

No Party shall, without the prior written consent of the Assembly assign or otherwise transfer partially or totally any of its rights or obligations under this Agreement, unless otherwise agreed in writing. Such consent shall not be unreasonably withheld when such assignment or transfer is made to an affiliate of that Party.
[bookmark: _Toc252717649][bookmark: _Toc261700146]17.3  Subcontracting

Each Party shall have the right to subcontract its obligations under this Agreement. Each Party shall ensure that its sub-contractor complies with the data protection and confidentiality provisions specified in Clauses 15 and 16 and with all other relevant clauses of this Agreement. Each Party shall be liable for the work of its sub-contractors as for its own.
[bookmark: _Toc252717650][bookmark: _Toc261700147]17.4  Language and Notices

This Agreement is drawn up in English, which shall govern all documents, notices and meetings for its application and/or extension or in any other way relative thereto.

Any notice given by one Party to the other shall be deemed properly given if specially acknowledged by the receiving Party in writing or when delivered to the recipient by registered mail to the contact person.
[bookmark: _Toc252717651][bookmark: _Toc261700148]17.5  Applicable Law and Settlement of Disputes

This Agreement shall be construed according to and governed by the laws of the Netherlands..

The Parties shall as far as possible try to settle by amicable means any disputes that may arise from the interpretation or application of this Agreement.

Any and all disputes that may arise between the Parties under or in connection with this Agreement shall be finally settled in arbitration in accordance with the following rules:

1. All disputes arising out of or in connection with this agreement, including any question regarding its existence, validity or termination, shall be finally resolved by arbitration.
2. The place of arbitration shall be Utrecht, the Netherlands.
3. The language of the arbitration shall be English.
4. The arbitration shall be commenced by a request for arbitration by the claimant, delivered to the respondent. The request for arbitration shall set out the nature of the claim(s) and the relief requested.
5. The arbitral tribunal shall consist of three arbitrators, one selected by the claimant in the request for arbitration, the second selected by the respondent within 30 days of receipt of the request for arbitration, and the third, who shall act as presiding arbitrator, selected by the two parties within 30 days of the selection of the second arbitrator. If any arbitrators are not selected within these time periods, the General Assembly shall, upon the request of any party, make the selection(s).
6. If a vacancy arises, the vacancy shall be filled by the method by which that arbitrator was originally appointed, provided, however, that, if a vacancy arises during or after the hearing on the merits, the remaining two arbitrators may proceed with the arbitration and render the final award.
7. Any challenge of an arbitrator for lack of impartiality or other ground shall be decided by the General Assembly.
8. The procedure to be followed during the arbitration shall be agreed by the parties or, failing such agreement, by the arbitral tribunal. Default by any party shall not prevent the arbitral tribunal from proceeding to render an award.
9. The arbitral tribunal may make its decisions by a majority. In the event that no majority is possible, the presiding arbitrator may make the decision(s) as if acting as a sole arbitrator.
10. If the arbitrator appointed by a party fails or refuses to participate, the two other arbitrators may proceed with the arbitration and render an award if they determine that the failure or refusal to participate was unjustified.
11. Any award of the arbitral tribunal shall be final and binding on the parties. The parties undertake to carry out any award without delay and shall be deemed to have waived their right to any form of recourse insofar as such waiver can validly be made.
12. Enforcement of any award may be sought in any court of competent jurisdiction.

[bookmark: _Toc252717652][bookmark: _Toc261700149]17.6  No Partnership

Nothing in this Agreement shall constitute or be deemed to constitute a partnership, joint venture or agency between the Parties and no Party has expressed or implied authority to bind the other in any manner whatsoever unless otherwise agreed between the Parties in form of the power of attorney.

[bookmark: _Toc252717653][bookmark: _Toc261700150]17.7  Amendments

Any amendment to this Agreement or its Annexes shall be agreed upon by all the Parties on a case-by-case basis in writing with the reference to this Agreement or the Annex as applicable and shall thereafter constitute an integral part of this Agreement or the Annex. Amendments or changes to this Agreement shall be valid only if signed by all of the Parties. The Accession Document (Annex 5) shall be valid if signed by the Co-ordinating Party (defined in Clause 6.2) and the New Party.

[bookmark: _Toc252717654][bookmark: _Toc261700151]17.8  Severability

Should any provision of this Agreement prove to be invalid or incapable of fulfilment, or subsequently become invalid or incapable of fulfilment, whether in whole or in part, this shall not affect the validity of the remaining provisions of this Agreement. In such a case, the Parties shall be entitled to demand that a valid and practicable provision be negotiated which most nearly fulfils the purpose of the invalid or impracticable provision.

[bookmark: _Toc252717655][bookmark: _Toc261700152]17.9 Duration and Termination of the Agreement

The Agreement shall become effective on the Effective Date and remain in force for two (2) years from the Effective Date. Any events of new Parties joining this Agreement shall not affect the Effective Date. 

After the termination of the two (2) year period the Agreement will be automatically renewed for a new two (2) year period at a time, unless otherwise agreed unanimously by the Assembly three months before the expiration of the previous two (2) year period.

The termination of this Agreement shall not affect the validity of the the Service Provider Agreements with Identity Federations or any other agreements.

Each Party has always a right to withdraw from this Agreement within the three-month period as agreed in Clause
10.

[bookmark: _Toc252717656][bookmark: _Toc261700153]17.10 General Provisions Relating to Termination

The provisions of this Agreement relating to liability, confidentiality, intellectual property rights and publications shall survive the term or termination of this Agreement for any reason whatsoever to the extent needed to enable the Parties to pursue the rights and remedies provided for therein.

For the avoidance of doubt, termination or withdrawal shall not affect any rights or obligations incurred prior to the date of the termination.


[bookmark: _Toc252717657][bookmark: _Toc261700154]17.11 Signatures


	NAME OF THE PARTY AND NAMES OF THE CONTACT PERSONS 

	
Name of the Party: CSC –Tieteen tietotekniikan keskus Oy

Name of the technical contact person of the Party (SAML administrator) and the contact information: 
Name of the administrative contact person of the Party and the contact information:
 

	AS WITNESS:
The Parties have caused this Service Provider Federation Start-up Agreement to be duly signed by the undersigned duly authorized representatives in separate signature pages on the day and year written below. 


	
Name: 
Title: 
Signature: 
Place: 
Date: 






	NAME OF THE PARTY AND NAMES OF THE CONTACT PERSONS 

	
Name of the Party: Institut für Deutsche Sprache (IDS)

Name of the technical contact person of the Party (SAML administrator) and the contact information: 
Name of the administrative contact person of the Party and the contact information:
 

	AS WITNESS:
The Parties have caused this Service Provider Federation Start-up Agreement to be duly signed by the undersigned duly authorized representatives in separate signature pages on the day and year written below. 


	
Name: 
Title: 
Signature: 
Place: 
Date: 





	NAME OF THE PARTY AND NAMES OF THE CONTACT PERSONS 

	
Name of the Party: Institute for Dutch Lexicology (INL)

Name of the technical contact person of the Party (SAML administrator) and the contact information: 
Name of the administrative contact person of the Party and the contact information:
 

	AS WITNESS:
The Parties have caused this Service Provider Federation Start-up Agreement to be duly signed by the undersigned duly authorized representatives in separate signature pages on the day and year written below. 


	
Name: 
Title: 
Signature: 
Place: 
Date: 





	NAME OF THE PARTY AND NAMES OF THE CONTACT PERSONS 

	
Name of the Party: Berlin-Brandenburgische Akademie der Wissenschaften

Name of the technical contact person of the Party (SAML administrator) and the contact information: 
Name of the administrative contact person of the Party and the contact information:
 

	AS WITNESS:
The Parties have caused this Service Provider Federation Start-up Agreement to be duly signed by the undersigned duly authorized representatives in separate signature pages on the day and year written below. 


	
Name: 
Title: 
Signature: 
Place: 
Date: 








[bookmark: _Toc252717658][bookmark: _Toc261700155]ANNEX 1: Technical Specifications of the Services


a.	Each Party functioning as a Service Provider within the CLARIN Service Provider Federation shall acknowledge and accept Authentication of End Users according to the Single-Sign-On (SSO) principle via any and all national Identity Provider Federations with which the CLARIN Service Provider Federation has registered as a Service Provider in accordance with Article 4.1 with the exceptions allowed for in Article 4.1.
b.	In such Authentication, the Service Providers as well as the Identity Providers must be able to
understand and send assertions according to the SAML 2.0 format.
c.     All Service Providers and Identity Providers associated with the Service Provider Federation shall provide Identity Certificates which have been issued by a respected Certificate Authority (e.g. the
CAs from TACAR)
d.	For Authorization  and  subsequent  access  to Material, the  eduPersonPrincipalName
(ePPN) attribute shall be considered sufficient for representing End User identity.
e.	Each Party functioning as a Service Provider shall be willing and prepared to make available and authorize access to Materials deposited at the Service Provider for all properly authenticated End Users pursuant to point (a), with the exceptions allowed for in Article 8 provided that the individual conditions attached to the materials are met by the applicant End User and, when required, the Authorization is approved by the original Content Provider. SSO Access to Materials via a web-based interface is deemed sufficient.
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ANNEX 2: Power of Attorney
[bookmark: _Toc252717660][bookmark: _Toc261700157]ANNEX 2 a): 

POWER OF ATTORNEY
To the following Identity Federations: 
ACOnet, Austria
Belnet Federation, Belgium
SWITCHaai, Switzerland
eduID.cz, Czech Republic
Deutsches Forschungsnetz (DFN), Germany
TAAT, Estonia
SIR, Spain
Haka, Finland
Fédération Éducation-Recherche, France
GRNET, Greece
eduID.hu, Hungary
Edugate, Ireland
IDEM, Italy
LAIFE, LatviaSurfConext, The Netherlands
FEIDE, Norway
PIONIER.id, Poland
RCTSaai, Portugal
SWAMID, Sweden
ArnesAAI, Slovenia
UK Federation, United Kingdom
InCommon, United States of America

And whom It may Concern:

CSC – Tieteen tietotekniikan keskus Oy, established in Keilaranta 14, 02150 ESPOO, Finland, does hereby make, constitute and appoint Executive Director Steven Krauwer from CLARIN ERIC, Utrecht, as its true and lawful attorney, he individually, or his authorized representative, shall have the authority on behalf of CSC – Tieteen tietotekniikan keskus Oy, to Sign the Service Provider Agreement of:

1. ACOnet, Austria, in a form as it is in the Annex 5 of this Agreement.
2. Belnet Federation, Belgium, in a form as it is in the Annex 5 of this Agreement.
3. SWITCHaai, Switzerland, in a form as it is in the Annex 5 of this Agreement.
4. eduID.cz, Czech Republic, in a form as it is in the Annex 5 of this Agreement.
5. Deutsches Forschungsnetz (DFN), Germany, in a form as it is in the Annex 5 of this Agreement.
6. TAAT, Estonia, in a form as it is in the Annex 5 of this Agreement.
7. SIR, Spain, in a form as it is in the Annex 5 of this Agreement.
8. Haka, Finland, in a form as it is in the Annex 5 of this Agreement.
9. Fédération Éducation-Recherche, France, in a form as it is in the Annex 5 of this Agreement.
10. GRNET, Greece, in a form as it is in the Annex 5 of this Agreement.
11. eduID.hu, Hungary, in a form as it is in the Annex 5 of this Agreement.
12. Edugate, Ireland, in a form as it is in the Annex 5 of this Agreement.
13. IDEM, Italy, in a form as it is in the Annex 5 of this Agreement.
14. LAIFE, Latvia, in a form as it is in the Annex 5 of this Agreement.
15. SurfConext, The Netherlands, in a form as it is in the Annex 5 of this Agreement.
16. FEIDE, Norway, in a form as it is in the Annex 5 of this Agreement.
17. PIONIER.id, Poland, in a form as it is in the Annex 5 of this Agreement.
18. RCTSaai, Portugal, in a form as it is in the Annex 5 of this Agreement.
19. SWAMID, Sweden, in a form as it is in the Annex 5 of this Agreement.
20. ArnesAAI, Slovenia, in a form as it is in the Annex 5 of this Agreement.
21. UK Federation, United Kingdom, in a form as it is in the Annex 5 of this Agreement.
22. InCommon, United States of America, in a form as it is in the Annex 5 of this Agreement.

IN WITNESS WHEREOF, CSC – Tieteen tietotekniikan keskus Oy has caused this Power of Attorney to be executed by its
Managing Director, Dr. Kimmo Koski, this ______day of _____, 20__.

CSC – Tieteen tietotekniikan keskus Oy

By:						Attested By:

_____________________________ 			_____________________________
Managing Director,					
Dr. Kimmo Koski					Name:

[bookmark: _Toc252717661][bookmark: _Toc261700158]ANNEX 2 b):

POWER OF ATTORNEY

To the following Identity Federations: 

ACOnet, Austria
Belnet Federation, Belgium
SWITCHaai, Switzerland
eduID.cz, Czech Republic
Deutsches Forschungsnetz (DFN), Germany
TAAT, Estonia
SIR, Spain
Haka, Finland
Fédération Éducation-Recherche, France
GRNET, Greece
eduID.hu, Hungary
Edugate, Ireland
IDEM, Italy
LAIFE, Latvia
SurfConext, The Netherlands
FEIDE, Norway
PIONIER.id, Poland
RCTSaai, Portugal
SWAMID, Sweden
ArnesAAI, Slovenia
UK Federation, United Kingdom
InCommon, United States of America


And whom It may Concern:


Institut für Deutsche Sprache (IDS), established in R5, 6-13, 68161 Mannheim, Germany, does hereby make, constitute and appoint Executive Director Steven Krauwer from CLARIN ERIC, Utrecht, as its true and lawful attorney, he individually, or his authorized representative, shall have the authority on behalf of Institut für Deutsche Sprache, to: Sign Service Provider Agreement of:

1. ACOnet, Austria, in a form as it is in the Annex 5 of this Agreement.
2. Belnet Federation, Belgium, in a form as it is in the Annex 5 of this Agreement.
3. SWITCHaai, Switzerland, in a form as it is in the Annex 5 of this Agreement.
4. eduID.cz, Czech Republic, in a form as it is in the Annex 5 of this Agreement.
5. Deutsches Forschungsnetz (DFN), Germany, in a form as it is in the Annex 5 of this Agreement.
6. TAAT, Estonia, in a form as it is in the Annex 5 of this Agreement.
7. SIR, Spain, in a form as it is in the Annex 5 of this Agreement.
8. Haka, Finland, in a form as it is in the Annex 5 of this Agreement.
9. Fédération Éducation-Recherche, France, in a form as it is in the Annex 5 of this Agreement.
10. GRNET, Greece, in a form as it is in the Annex 5 of this Agreement.
11. eduID.hu, Hungary, in a form as it is in the Annex 5 of this Agreement.
12. Edugate, Ireland, in a form as it is in the Annex 5 of this Agreement.
13. IDEM, Italy, in a form as it is in the Annex 5 of this Agreement.
14. LAIFE, Latvia, in a form as it is in the Annex 5 of this Agreement.
15. SurfConext, The Netherlands, in a form as it is in the Annex 5 of this Agreement.
16. FEIDE, Norway, in a form as it is in the Annex 5 of this Agreement.
17. PIONIER.id, Poland, in a form as it is in the Annex 5 of this Agreement.
18. RCTSaai, Portugal, in a form as it is in the Annex 5 of this Agreement.
19. SWAMID, Sweden, in a form as it is in the Annex 5 of this Agreement.
20. ArnesAAI, Slovenia, in a form as it is in the Annex 5 of this Agreement.
21. UK Federation, United Kingdom, in a form as it is in the Annex 5 of this Agreement.
22. InCommon, United States of America, in a form as it is in the Annex 5 of this Agreement.

IN WITNESS WHEREOF, Institut für Deutsche Sprache has caused this Power of Attorney to be executed by its Director Prof. Dr. Dr. h.c. mult. Ludwig M. Eichinger this ______   day of _______, 20__.


Institut für Deutsche Sprache


By:							Attested By:


_____________________________ 				_____________________________ 
Director,		
Prof. Dr. Dr. h.c. mult. Ludwig M. Eichinger			Name:
[bookmark: _Toc252717662][bookmark: _Toc261700159]ANNEX 2 c):

POWER OF ATTORNEY


To the following Identity Federations: 

ACOnet, Austria
Belnet Federation, Belgium
SWITCHaai, Switzerland
eduID.cz, Czech Republic
Deutsches Forschungsnetz (DFN), Germany
TAAT, Estonia
SIR, Spain
Haka, Finland
Fédération Éducation-Recherche, France
GRNET, Greece
eduID.hu, Hungary
Edugate, Ireland
IDEM, Italy
LAIFE, Latvia
SurfConext, The Netherlands
FEIDE, Norway
PIONIER.id, Poland
RCTSaai, Portugal
SWAMID, Sweden
ArnesAAI, Slovenia
UK Federation, United Kingdom
InCommon, United States of America


And whom It may Concern:


Institute for Dutch Lexicology (INL), established in Postbus 9515, 2300 RA Leiden, The Netherlands, does hereby make, constitute and appoint Executive Director Steven Krauwer from CLARIN ERIC, Utrecht, as its true and lawful attorney, he individually, or his authorized representative, shall have the authority on behalf of Institute for Dutch Lexicology, to Sign Service Provider Agreement of:

1. ACOnet, Austria, in a form as it is in the Annex 5 of this Agreement.
2. Belnet Federation, Belgium, in a form as it is in the Annex 5 of this Agreement.
3. SWITCHaai, Switzerland, in a form as it is in the Annex 5 of this Agreement.
4. eduID.cz, Czech Republic, in a form as it is in the Annex 5 of this Agreement.
5. Deutsches Forschungsnetz (DFN), Germany, in a form as it is in the Annex 5 of this Agreement.
6. TAAT, Estonia, in a form as it is in the Annex 5 of this Agreement.
7. SIR, Spain, in a form as it is in the Annex 5 of this Agreement.
8. Haka, Finland, in a form as it is in the Annex 5 of this Agreement.
9. Fédération Éducation-Recherche, France, in a form as it is in the Annex 5 of this Agreement.
10. GRNET, Greece, in a form as it is in the Annex 5 of this Agreement.
11. eduID.hu, Hungary, in a form as it is in the Annex 5 of this Agreement.
12. Edugate, Ireland, in a form as it is in the Annex 5 of this Agreement.
13. IDEM, Italy, in a form as it is in the Annex 5 of this Agreement.
14. LAIFE, Latvia, in a form as it is in the Annex 5 of this Agreement.
15. SurfConext, The Netherlands, in a form as it is in the Annex 5 of this Agreement.
16. FEIDE, Norway, in a form as it is in the Annex 5 of this Agreement.
17. PIONIER.id, Poland, in a form as it is in the Annex 5 of this Agreement.
18. RCTSaai, Portugal, in a form as it is in the Annex 5 of this Agreement.
19. SWAMID, Sweden, in a form as it is in the Annex 5 of this Agreement.
20. ArnesAAI, Slovenia, in a form as it is in the Annex 5 of this Agreement.
21. UK Federation, United Kingdom, in a form as it is in the Annex 5 of this Agreement.
22. InCommon, United States of America, in a form as it is in the Annex 5 of this Agreement.


IN WITNESS WHEREOF, Institute for Dutch Lexicology has caused this Power of Attorney to be executed by its Director, prof. dr. Martin Everaert, this ______day of ______, 20__.



Institute for Dutch Lexicology (INL)

By: 							Attested By:


_____________________________ 				_____________________________
Director,
prof. dr. Martin Everaert					Name:
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POWER OF ATTORNEY


To the following Identity Federations: 

ACOnet, Austria
Belnet Federation, Belgium
SWITCHaai, Switzerland
eduID.cz, Czech Republic
Deutsches Forschungsnetz (DFN), Germany
TAAT, Estonia
SIR, Spain
Haka, Finland
Fédération Éducation-Recherche, France
GRNET, Greece
eduID.hu, Hungary
Edugate, Ireland
IDEM, Italy
LAIFE, Latvia
SurfConext, The Netherlands
FEIDE, Norway
PIONIER.id, Poland
RCTSaai, Portugal
SWAMID, Sweden
ArnesAAI, Slovenia
UK Federation, United Kingdom
InCommon, United States of America


And whom It may Concern:


Berlin-Brandenburgische Akademie der Wissenschaften, established in Jägerstr. 22-23, 10117 Berlin, Germany, does hereby make, constitute and appoint Executive Director Steven Krauwer from CLARIN ERIC, Utrecht, as its true and lawful attorney, he individually, or his authorized representative, shall have the authority on behalf of Berlin- Brandenburgische Akademie der Wissenschaften, to Sign Service Provider Agreement of:

1. ACOnet, Austria, in a form as it is in the Annex 5 of this Agreement.
2. Belnet Federation, Belgium, in a form as it is in the Annex 5 of this Agreement.
3. SWITCHaai, Switzerland, in a form as it is in the Annex 5 of this Agreement.
4. eduID.cz, Czech Republic, in a form as it is in the Annex 5 of this Agreement.
5. Deutsches Forschungsnetz (DFN), Germany, in a form as it is in the Annex 5 of this Agreement.
6. TAAT, Estonia, in a form as it is in the Annex 5 of this Agreement.
7. SIR, Spain, in a form as it is in the Annex 5 of this Agreement.
8. Haka, Finland, in a form as it is in the Annex 5 of this Agreement.
9. Fédération Éducation-Recherche, France, in a form as it is in the Annex 5 of this Agreement.
10. GRNET, Greece, in a form as it is in the Annex 5 of this Agreement.
11. eduID.hu, Hungary, in a form as it is in the Annex 5 of this Agreement.
12. Edugate, Ireland, in a form as it is in the Annex 5 of this Agreement.
13. IDEM, Italy, in a form as it is in the Annex 5 of this Agreement.
14. LAIFE, Latvia, in a form as it is in the Annex 5 of this Agreement.
15. SurfConext, The Netherlands, in a form as it is in the Annex 5 of this Agreement.
16. FEIDE, Norway, in a form as it is in the Annex 5 of this Agreement.
17. PIONIER.id, Poland, in a form as it is in the Annex 5 of this Agreement.
18. RCTSaai, Portugal, in a form as it is in the Annex 5 of this Agreement.
19. SWAMID, Sweden, in a form as it is in the Annex 5 of this Agreement.
20. ArnesAAI, Slovenia, in a form as it is in the Annex 5 of this Agreement.
21. UK Federation, United Kingdom, in a form as it is in the Annex 5 of this Agreement.
22. InCommon, United States of America, in a form as it is in the Annex 5 of this Agreement.

IN WITNESS WHEREOF, Berlin-Brandenburgische Akademie der Wissenschaften has caused this Power of Attorney to be executed by Der Präsident, Prof. Dr. Günter Stock this ______day of _____, 20__.


Berlin-Brandenburgische Akademie der Wissenschaften

By:							Attested By:

_____________________________ 				_____________________________
Der Präsident,
Prof. Dr. Günter Stock					Name:

[bookmark: _Toc252717664][bookmark: _Toc261700161]ANNEX 3: Technical and Administrative Persons of the Service Provider Federation
Co-ordinating Party CLARIN ERIC has named the following technical and administrative persons. At the effective date of this Agreement the technical person of the Service Provider Federation is: Willem Elbers
(spf@clarin.eu)

At the effective date of this Agreement the administrative person of the Service Provider Federation is: Dieter Van Uytvanck
(dieter@clarin.eu)
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ACCESSION

of a New Party to

CLARIN Service Provider Federation Agreement, version […, YYYY-MM-DD] [OFFICIAL NAME OF THE NEW PARTY]
hereby consents to become a Party to the Agreement identified above and accepts all the rights and obligations of a Party starting [date].

In addition the New Party names:

The technical person (SAML administrator) of the New Party to be: The administrative person of the New Party to be:
[OFFICIAL NAME OF THE CO-ORDINATING PARTY]

hereby certifies that the Assembly of the Service Provider Federation has accepted in the meeting held on
[date] the accession of [the name of the New Party] to the Service Provider Federation starting [date].

This Accession Document has been drawn up in 2 originals to be duly signed by the undersigned authorised representatives.

[Date and Place]

[INSERT NAME OF THE NEW PARTY] Signature(s)
Name(s) Title(s)

[Date and Place]

[INSERT NAME OF THE CO-ORDINATING PARTY] Signature(s)
Name(s) Title(s)



[bookmark: _Toc261700163]ANNEX 5: Service Provider Agreements templates
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